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Abstract of the contribution: This paper proposes an additional conclusion for KI#2.
1
Discussion

SNPN access mode is currently defined in TS 23.501 as follows:
SNPN access mode: A UE operating in SNPN access mode only selects stand-alone Non-Public Networks over Uu.

With the introduction of access to SNPN via non-3GPP access the text “over Uu” is not needed anymore and the SNPN access node can be updated to read:
SNPN access mode: A UE operating in SNPN access mode only selects stand-alone Non-Public Networks.
Proposal: It is proposed to agree an additional conclusion that redefines the SNPN access mode so that it applies also when UE selects an SNPN when connecting via non-3GPP access.

A companion contribution for this meeting (23.501 CR in S2-2208426) takes this additional conclusion into account already.
2
Proposal

It is proposed to agree the proposed text for inclusion in TR 23.700-08.
If the proposal seems to be generally agreeable and non-controversial, then this contribution can also be treated as “Not handled” in order to save some room for other papers in the TU quota. Instead the handling of the 23.501 CR in S2-2208426 should be preferred.
*** BEGIN CHANGES ***

8.2
Key Issue #2: Support of Non-3GPP access for SNPN

The following conclusions are agreed for normative work:

-
UE needs to be in SNPN access mode when accessing SNPN services via non-3GPP access. The SNPN access mode definition in TS 23.501 needs to be changed accordingly.
-
Access to SNPN services via Untrusted non-3GPP access network includes support for Credential Holder, UE Onboarding and Emergency services. Specifically:
-
When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].

-
UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:

-
If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.

-
Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in clause 6.3.6.4.2 of TS 23.501 [3].

-
When UE registering to SNPN over Untrusted N3GPP access for UE Onboarding, UE may select a N3IWF in the SNPN which supports UE Onboarding by using an SNPN ID in the pre-configured ON-SNPN selection information to construct N3IWF FQDN.
Editor's note:
The use of GIN for constructing the N3IWF FQDN is FFS.
NOTE 1:
The format of FQDN will be specified by CT WG4.

-
If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without connected to a N3WIF) with a PVS to obtain the SNPN credentials.
-
Access to SNPN services via Trusted non-3GPP access network is to be specified according to the principles described in Solution #3, including support for credential Holder, Emergency services and UE onboarding. Specifically:
-
ANQP is to be extended to support advertising of:

-
SNPN IDs and GINs corresponding to SNPNs with which 5G connectivity is supported and related parameters as described in clause 6.3.3.1.

-
Support for Emergency services.

-
Onboarding enabled indication.

NOTE 2:
The work on additional parameters in ANQP is to be kept internal to 3GPP.
-
When accessing SNPN services via Trusted or Untrusted non-3GPP access the UE needs to be able to construct a prioritized list of WLAN access networks by using enhanced WLAN Selection Policy (WLANSP) rules from ANDSP (currently supported only for PLMN in TS 23.402 [9]) or based on local configuration.

-
N3IWF and TNGF needs to be able to include the "selected NID" in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define.

-
Access to SNPN services via wireline access network and use of Credential Holder is to be supported by defining a new GCI including a "NID"

-
The NSWO procedure is to be extended to support UE authentication using SNPN credentials (applies both to SIM-based and non-SIM based credentials). It is expected that the impact is limited to the use of a SUCI format whose "realm" part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN's 5GC, which is already supported.

NOTE 3:
Additional conclusions for wireline access related to UE behind 5G-RG depends on the progress on the FS_5WWC_Ph2 study.

Editor's note:
Further enhancements to the NSWO procedure to provide access authorization to the UE (e.g. access restriction to specific IP addresses/prefixes based on subscribed DNNs) resulting from the UE Subscription Data in the SNPN is FFS.

Editor's note:
Additional conclusions related to the use of the same credentials for access to SNPN with NG-RAN and to WLAN Access Network as proposed in Solution #16 can be considered after progress in SA WG3.

Editor's note:
Additional conclusions related to the use of new RAT type for Untrusted non-3GPP access over underlay 3GPP access are FFS.

*** END CHANGES ***
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